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Classification Specification
	

	
	7312400

	
	NETWORK ARCHITECT



Class Summary
The responsibilities of this classification include designing and overseeing new (first generation major changes) or revised network technologies and security architectures to meet overall business requirements that provide cost effective solutions for the entire centralized King County Network. Incumbents have responsibility for the overall architecture of the KCWAN, I-Net, other networks supports by king County. Network Architects review, validate and approve all network designs for technical feasibility and architectural consistency.  Network Architects provide the final level King County escalation point for all Enterprise network and security service issues and problems.  

Distinguishing Characteristics

This classification is the third in a three level Network Engineering classification series.  The Network Architect is responsible for creating strategic and tactical IT plans to support the long-term business needs of King County’s IT network infrastructure.  Network Architects lead in the development of technical standards, policies and procedures, and determines KCWAN and I-Net technical standards which must be followed for all wide area networks. Network Architects have technical accountability to senior management.  

The Network Architect classification is distinguished from the Network Engineer – Senior in that Network Architects review, validate and approve all network designs for technical feasibility and serve as the last technical King County escalation point for all Enterprise network and security service issues and problems.  

Examples of Duties (May vary by position)
In addition to Senior Network Engineer responsibilities, the Network Architect will perform the following: 

1. Research and design first generation and first implementations of wide area networks and related systems and networks, including architecture for data, voice, video and security.  Design improvements to the Enterprise networks and supporting systems using new technologies.

2. Formulate and review for technical feasibility and architectural consistency--all network projects, contracts, RFP’s and RFI’s including plans, co-location and franchise agreements, budgets, staffing, schedules and Service Level Agreements.

3. Analyze short-term and long-term strategies; design cost effective solutions. Evaluate industry trends and new developments to recommend and integrate best technologies.  Prepare cost/benefit analysis, define integration and security issues.

4. Work with County departments/divisions on strategic planning and determining major objectives for network capacity and functioning.

5. Serve as the last technical King County escalation point for all King County and other network and security services issues and problems.

6. Provide technical leadership to network engineering section; lead project teams, train, and guide and mentor staff.

7. Participate in business and technical relationships with internal and external customers; participate in sales presentations, and in developing of Service level Agreements with internal and external customers.

8. Perform other duties as assigned.

Knowledge/Skills (May vary by position)
Expert knowledge and skill in designing, improving and implementing new systems network architecture

Expert knowledge of system security and integration principles and technologies 

Expert knowledge and skill in managing projects; expert skills in technical and project analysis

Advanced knowledge and understanding of network interface and configuration connectivity integration issues of multiple, large, complex systems

Expert skill in designing architectural plans and reviewing specifications and other technical documents 

Expert skill in reading and interpreting architectural designs, technical specifications and other technical documents

Advanced knowledge and understanding of business issues

Advanced knowledge and understanding of contractual issues and Request for Proposal (RFP) formations 

Advanced consultation skills

Advanced vendor management skills

Advanced skill in working effectively with a variety of individuals from diverse backgrounds

Advanced skill in communicating effectively complex technical subject matter to non-technical staff

Advanced skill in effectively handling multiple competing priorities

Expert troubleshooting, analytical, and problem solving skills

Expert oral and written communication skills which include advanced customer service skills

Advanced report writing and technical documentation skills 

Advanced planning and organizational skills

Licensing, Certification and Other Requirements
Some certifications, however, may be desirable for specific positions.  Typical desirable certifications include generic or vendor specific certifications in WAN technologies and internet engineering, network security, ATM or fiber optics.
Additional licenses, certifications and other requirements determined to be necessary to meet the business needs of the employing unit may be required.

	FLSA Designation
	Exempt (Administrative)

	Service Status
	Career Service

	Levels within same series
	Network Engineer, Network Engineer – Senior, Network Architect

	Class History
	Created  
5/2003 

	
	Updated 
5/2004  

	
	Updated  8/2005 Added senior level and revised all levels within the Network Engineering series to have bright line distinctions between the levels.  

	
	Updated 
1/2008 Changed font and format
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